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Friends of Langstone Harbour: Privacy Policy 

 

1 Introduction 

Friends of Langstone Harbour (FLH) is committed to protecting your privacy and security and will 

ensure you remain informed and in control of your information. 

This privacy policy describes the personal data we hold and explains how and why we use that 

personal data. 

The policy applies to anyone that FLH comes into contact with, including but not exclusively; 

members, volunteers, the general public and professional contacts. 

You can decide not to receive communications or change how we contact you at any time. 

We will never sell your personal data, and will only ever share it with organisations we work with 

where necessary and if its privacy and security are guaranteed. 
Any questions you have in relation to this policy or how we use your personal data should be 

addressed to any current committee member. 

 

Wherever you see the words ‘FLH’, ‘we’, ‘us’ or ‘our’ in this policy, it refers to Friends of 

Langstone Harbour. 

 

2 Information collection 

We collect data you provide to us when you join or communicate with us. 

The personal data that we hold may include the following: 

 

● Name 

● Postal address 

● Email address 

● Telephone number 

 

For records relating to Members or Associate Members, we will additionally hold: 

 

● Mailing and contact preferences 

● Dates relating to membership 

● Class of membership 

● Details of subscriptions and donations 

● Organisation name 

● Organisation contact role 

 

Some restrictions apply to persons under the age of 18, as detailed below under “Young People”. 

 

3  How we use information 

We use personal data for administrative purposes in pursuit of our objectives. These include: 

 

● Processing membership subscriptions and donations (for example via cheques or bank 

transfers). 

● Maintaining a database of members. We hold this data in support of our legitimate interests 

and that of our members, namely the provision of information relating to our activities and 

interests. We believe that you would expect to receive this information as a benefit of 

membership. Newsletters are provided by email or post, and are sent out to all our members 
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unless you specifically ask us not to. Members can opt to receive details of forthcoming 

events by email. If you respond by email your response will be stored on a database. 

Members without email, or those who have opted out of receiving details by email, can still 

contact us by post, phone or verbally. Their communications may or may not be stored on a 

database, but either way will be used to inform us of your requirements. 

● Creating records of events. Paper records are kept for each event, and include a list of names 

of people attending. They may or may not be members. Details of accidents are also 

recorded, and are likely to refer to the persons concerned. 

● Other Correspondence. Since FLH does not have a dedicated office facility, written 

correspondence, either by post or email, is securely held by the committee member 

concerned in their personal files or email account. 

● We use data to determine the success of our events and how best to fulfil our objectives. 

 

4  Disclosing and sharing information 

Occasionally, where we partner with other organisations, we may share information with them (for 

example, if you register to attend an event being jointly organised by us and another organisation). 

We will only share information when necessary and for the purposes that you have provided the 

data to us. We will never sell your personal data. 

5  Young people 

The following restrictions on attendance and membership apply to persons under the age of 18: 

 

You must be 18 or over to be a member. Under 18's must be accompanied by a responsible adult at 

all times on any event. If names are recorded they will be linked to the adult member’s details.  

Personal contact details of an Under 18, such as mobile number and email, will not be required or 

stored.  No personal correspondence will be made with an Under 18. 

 

6  How we protect data 

We aim to keep your data safe and to prevent unauthorised access to, or use or disclosure of your 

personal information. 

Data related to members is primarily stored on a personal computer owned by the Membership 

Secretary, who will ensure that it is kept secure. Details may be passed to other committee members 

for administrative purposes only. 

Under General Data Protection Regulations (GDPR), we are required to make sure that we use and 

store information for as long as it is required and for the purposes for which it was collected. How 

long information will be stored depends on the information in question and what it is being used for. 

We will regularly review the information that we hold and delete what is no longer required. 

 

We cannot guarantee the security of your home computer or the internet, and any online 

communications (e.g. information provided by email or our website) are at the user’s own risk. 

7  Your rights 

We want to ensure you remain in control of your personal data. Part of this is making sure you 

understand your legal rights, which include: 

 

● The right to confirmation as to whether or not we have your personal data and, if we do, to 

obtain a copy of the personal information we hold (this is known as subject access request); 

● The right to have your data erased (though this will not apply where it is necessary for us to 



Page 3 

continue to use the data for a lawful reason); 

● The right to have inaccurate data rectified; 

● The right to object to your data being used for marketing or analysis; 

 

Please keep in mind that there are exceptions to the rights above and, though we will always try to 

respond to your satisfaction, there may be situations where we are unable to do so. 

If you believe that your personal interests, rights or freedoms are compromised by our use of your 

personal data, you must tell us and we are obliged under GDPR to act on your instructions. 

 

8  Links to other sites 

Our website may contain hyperlinks to other websites. We are not responsible for the content or 

functionality of any of those external websites. 

If an external website requests personal information from you (e.g. in connection with an order for 

goods or services), the information you provide will not be covered by our Privacy Policy. We 

recommend that you read the privacy policy of any website before providing any personal 

information. 

We may operate social media pages.  Although this policy covers how we will use any data 

collected from those pages, it does not cover how the providers of social media websites will use 

your information. Please ensure you read the privacy policy of the social media website before 

sharing data and make use of the privacy settings and reporting mechanisms to control how your 

data is used. 

 

9  Changes to this Privacy Policy 

We will regularly review and amend this policy to ensure it remains up-to-date and accurately 

reflects how and why we use your personal data. The current version will be available on our 

website. 
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